
 

 
 
 

WIRELESS INTERNET GUIDELINES 
 
 
• The Library's wireless connection is unencrypted and unfiltered. By using this connection, 

guests acknowledge that security errors and hacking are an inherent risk associated with 
any wireless service, and agree that they knowingly assume such risk, and further agree 
to hold the Library harmless from any claim or loss arising out of, or related to, any such 
instance of hacking or other unauthorized use or access into the guest's computer. Use 
the wireless Internet at your own discretion. 

 
• Response speed, bandwidth, the ability to connect to the Wireless Internet network, and 

continuity of connection are not guaranteed.  

• Guests may connect their wireless devices to any available electrical power outlet 
provided the cord(s) do not create a hazard. Library staff shall have the authority to 
determine what constitutes a hazard. Guests may not unplug library equipment. 

• Guests using laptop computers, PDAs, or other devices may not connect to the library’s 
computer network or to library computers by means of a wire or cable.  

• Library printers are not available to users of Wireless Internet access.  

• The library assumes no responsibility for any damages to a guest’s computer or personal 
device, direct or indirect, arising from use of Wireless Internet access at the library.  

• Creating a Service Set Identifier (SSID) access point is not permitted, and any that are 
created will be blocked. 

• Wireless Internet access will be shut off 15 minutes before the library closes.  

• Guests are expected to use their own computers and personal devices in a responsible 
and courteous manner, and in accordance with the Chula Vista Public Library Conduct 
Policy.  

• The Chula Vista Public Library complies with all Federal, state and local laws.  

• Library staff reserves the right to deny guests use of wireless Internet access if they fail 
to comply with any part of this policy. 


